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	BU PREVENT POLICY



	1.
	SCOPE AND PURPOSE 



	1.1
	Bournemouth University (BU) is committed to protecting freedom of speech and academic freedom together with protecting and safeguarding its students and staff from the risk of being drawn into terrorism. 



	1.2
	This Policy is written with reference to the Counter-Terrorism and Security Act 2015, and in particular the Prevent Duty (Prevent Duty for HE). The Act places a duty on universities to have ‘due regard to the need to prevent people from being drawn into terrorism.’ Terrorism is defined as violent extremism and non-violent extremism, which can create an atmosphere conducive to terrorism and can popularise views which terrorists exploit. 



	1.3
	The Act also notes that universities must seek to balance this duty with their legal obligation to freedom of speech (Higher Education (Freedom of Speech) Act 2023) and the importance of academic freedom (Education Reform Act, 1988) and freedom of expression (Human Rights Act, 1998).


	2
	COMMUNICATION, PROMOTION AND TRAINING

	2.1
	The policy is periodically communicated to staff via our regular all staff updates and to students on enrolment through the Student Agreement.

	2.2
	A copy of this policy is available on the staff intranet Staff Intranet and to students on the Important Information web page

	2.3
	Periodically the university will hold events, training and communication campaigns around issues relating to Prevent including how to identify those at risk of being drawn into extremism and what the BU community can do to protect itself.

	2.4
	All staff are required to engage with training relevant to their roles, including Prevent, and associated topics as appropriate. Specific Prevent training is provided to all staff on induction, as part of the central staff development programme, and on request for specific teams. We also embed Prevent training within our welfare training which is also open to SUBU staff, affiliated staff and certain external partners. 

	3.
	KEY RESPONSIBILITIES



	3.1
	This Policy applies to all BU staff, students, apprentices, contractors, board members, visitors, partners and volunteers (the ‘BU Community’) and is focussed on equality and promoting good relations between all members of the BU Community.  The university does not tolerate unfair or unlawful treatment on the grounds of any of the following characteristics protected under the Equality Act 2010. 
· Age

· Disability

· Gender reassignment

· Marriage and civil partnership

· Pregnancy and maternity (including Paternity)

· Race (colour, ethnic or national background)

· Religion or Belief (including lack of belief)

· Sex

· Sexual orientation

The University Board, via the Chief Operating Officer, is responsible for ensuring that everyone understands their roles and responsibilities with regard to the Duty and for providing assurance of compliance to the Office for Students (OfS).


	3.2
	The University will seek to identify, protect and support individuals who it believes may be at risk of being drawn into terrorism.  Terrorism is defined (Terrorism Act 2000) as the use or threat of action which involves serious violence against a person or property, endangers a person’s life, other than that of the person committing the action, creates a serious risk to the health or safety of the public or a section of the public, or is designed seriously to interfere with or disrupt an electronic system.



	3.3
	Depending on the nature of the programme, some students may also receive training about Prevent issues as part of their studies. The university’s Safeguarding Lead, in conjunction with relevant professional services and academic staff, will deliver this.


	3.4
	The University also uses technology to identify and block searches for certain categories, including Prevent related sites. This is managed by the Director of IT and Digital Transformation and monitored by the Prevent Management Group.



	3.5
	The University discharges this responsibility in partnership with other agencies, including the Police, Local Authorities and the network of Department for Education regional Prevent Co-ordinators.



	3.6
	This policy describes the University’s contribution to this multi-agency Prevent agenda. It also defines the process for referral into the local Channel processes. The Channel programme has been developed as part of the Prevent Strategy to provide support to people at risk of being drawn into terrorism.



	4.
	LINKS TO OTHER UNIVERSITY DOCUMENTS



	
	There are a number of policies, procedures and codes of practice which sit alongside this policy. Some of these are as follows:

· Acceptable Use Policy

· Code of Practice on Freedom of Speech, including Designated Activities

· Data Protection Policy
· Dignity and Respect (Harassment) Policy and Procedures 
· Disciplinary Procedure

· Equality and Diversity Policy

· Faith and Reflection Policy 
· Guidance Note on Disclosure of Student Personal Data to Third Parties
· Guidance Note on Sharing Information about External Speakers

· Information Security Policy

· Policy for use of Chaplaincy and Prayer Facilities at BU
· Chaplaincy Operational Policy 

· Policy on the Protection of Vulnerable People

· Potentially Vulnerable Groups Policy

· Protection of Vulnerable People Policy
· Reportable Events Procedures
· Reporting Hate Crime 
· Research Ethics Code of Practice

· Safeguarding Policy 
· Sexual Harassment Policy (staff)
· Student Disciplinary Policy

· Student Wellbeing Policy

· SUBU Working with Children, Young People & Vulnerable Adults Policy 

· Unacceptable Behaviour Policy



	5.
	GENERAL PRINCIPLES



	5.1
	There is the potential to wrongly categorise students or staff with mental health issues or neurodiversity needs as a Prevent risk. To address this the requirements of the Prevent Duty are aligned to the BU Wellbeing Strategy and the BU Safeguarding Policy, to ensure that any concerns relating to the wellbeing of any individual(s) are addressed and supported quickly and appropriately.



	5.2
	The Chief Operating Officer, on behalf of the University Board, is the nominated Prevent Lead and is responsible for:

· oversight of, and ensuring compliance with, the University’s Prevent duties
· chairing the Prevent Management Group, which meets annually to monitor compliance, review the Prevent Risk Register and corresponding Action Plan and agree the content of each annual report.
· providing updates to, UET, Senate, ARG and the Board as required, as well as the formal submission to the OfS in December of each year.


	5.3
	The Director of Student Services is the Deputy Prevent Lead and is responsible for:

· ensuring that actions arising from the Prevent Duty and sector-wide information, such as that from the OfS, are included in the Action Plan and Risk Register, and shared with members of the BU community as appropriate

· ensuring that appropriate training is delivered to BU members of staff, students, contractors, visitors, partners, volunteers and Board members, including details of how to ‘Notice-Check-Share’ concerns (see paragraph 6 below)

· attending regional and national Prevent meetings and ensuring that information is shared internally and externally as required

· ensuring that the Chief Operating Officer and Vice Chancellor are fully appraised of the most current Prevent Duty developments.



	5.4
	The University will work closely with SUBU through the BU SUBU Code of Practice to support the requirements of the University in meeting the Prevent Duty.



	5.5
	The Head of Operations & Resilience/ACOO is responsible for ensuring that all those involved in planning and hosting BU events and activities on and off-campus are aware of, and comply with, the BU Code of Practice on Freedom of Speech.



	6.
	RAISING CONCERNS



	6.1
	Any member of the BU community may share a concern about one or more individuals, based on personal observation or from information received, but is not expected to decide whether there is a risk of extremism.  A flowchart for the process of sharing concerns is included in Appendix A and is detailed in 6.4 below.


	6.2
	Concerns should be shared with the most appropriate person - usually a line manager or member of the Student Services Team – who will check the details which have been shared and decide on the most appropriate action.  This will usually mean meeting the individual to determine whether support is required and, if so, what is most appropriate for that individual.



	6.3
	If concerns remain, these should be shared with either the Director of Student Services (or nominated alternative) or the Director of HR Services (or nominated alternative).



	6.4
	The Director of Student Services or Director of HR Services will investigate the issue, seeking to gather together the substantive information and evidence which would allow a full consideration of the case and a decision made as to next steps:

a. No further action is required. In this case a confidential record of the case will be kept by the Director of Student Services or Director of HR Services and the Chief Operating Officer would be notified that a case had been investigated but no further action is required.

b. There is substance to the case but at this stage only internal action is required. The exact nature of the intervention required would be determined by discussion between relevant staff members. Actions and a review date will be agreed. At the review the case would be assessed again and the appropriate actions taken. It is anticipated that in the majority of cases the intervention would be supportive and safeguarding in nature. As above, the Chief Operating Officer will be fully briefed.

c. A referral to the police is required because there are serious issues of safety to the student, staff member, visitor, contractor, volunteer, partner or others, and/or there is evidence to suggest a criminal act may be committed or has been committed. This decision would be taken only in the most serious of circumstances and only by the Chief Operating Officer or nominated alternative. 

d. A referral to the police is required because there are immediate serious issues of safety to the BU Community and/or others, and/or there is evidence to suggest a criminal act may be committed or has been committed. This would be dealt with by contacting the police on 999.


	6.5
	Support will be provided to anyone who raises concerns about individuals or activities, as appropriate to the situation. As well as direct contact, there is a range of support services available to students and to staff.


	7..
	INFORMATION SHARING



	7.1
	Only where there is clear and compelling evidence of a requirement to do so will information be shared with other agencies in accordance with BU Policy.

 

	7.2
	In reaching a decision to share any information with third parties (as per 6.4 above) the University will adhere to its Data Protection Policy and the Data Protection principles contained therein.


	7.3
	In following the process outlined in paragraph 6 there may be instances where the University is sufficiently concerned by a BU Community member’s behaviour and the risk they potentially pose that it will need to share these concerns with external agencies. This may include referral to the Police and, ultimately, the Channel Programme; such referrals will normally be made by the Chief Operating Officer.  Records of formal referrals are kept; details must be reported to the University Board.


	7.4
	It may be necessary to report details of a Prevent-related serious incident to the Office for Students in accordance with their Guidance Note OfS2018.35 (as updated from time to time).  Reportable incidents or developments are those which:

· have led to the review and substantive revision of Prevent-related policies

· have caused harm to staff and students or reputational harm

· could be reasonably perceived as being related to Prevent.

There is no requirement to report ‘business as usual’ events, including formal and informal referrals and contacts.


	7.5
	The Chief Operating Officer [or, in his absence, the Vice-Chancellor] will be responsible for reporting a Prevent-related serious incident to the OfS no later than five days after the incident occurring or being identified. “Near misses” should be reported as soon as it is deemed that a potential incident would have impacted on BU’s Prevent duty had it progressed to its conclusion.  If it is unclear whether it is necessary to report a serious incident to the OfS, advice will be obtained from the OfS Prevent team or the Department for Education’s regional Further Education and Higher Education Prevent Coordinators. 



	7.6
	When reporting a Prevent-related serious incident to the OfS, BU will need to demonstrate it has taken appropriate action in response to the incident to mitigate further risks and limit further damage. All Prevent related reportable events will follow the BU Reportable Events Procedure.


	7.7
	The Board has overall responsibility for ensuring that BU complies with its conditions of registration with the OfS. The fact that a Prevent-related serious incident has been reported to the OfS must be notified to the Board by email and formally noted at the next meetings of the Audit, Risk and Governance Committee and the Board. It must also be notified to the Vice-Chancellor, as Accountable Officer.   



	7.8
	In sharing such information with external parties the University will share only sufficient and relevant information in order to allow the concern to be appropriately followed up.  Records relating to any information shared will be kept in accordance with the EU General Data Protection Regulation and the Data Protection Act (2018).


	8.
	REVISION



	
	This Policy will be revised as necessary in the light of statutory changes, new guidance and/or experience of its operation, and annually as part of the formal report submission to UET, Senate, ARG, University Board and the OfS. 



	98.
	APPENDICES



	
	Appendix A: Process for Reporting Concerns about a student

Appendix B: Process for Reporting Concerns about a member of staff, visitor or contractor




Appendix A: Process for Reporting Concerns Regarding Radicalisation about a student
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Appendix B: Process for Reporting Concerns about a member of staff, visitor or contractor
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Concern raised about a student
Report made to Director of Student Services
Investigation carried out by Director of Student Services to determine facts of the case
Action required?
Case closed. Records maintained as apporpriate
NO
Serious concern?
YES
Is there an immediate threat to safety?
YES
Internal action taken and reviewed
No
Has the issue been resolved?
Matter referred to the COO
NO
Matter referred to the Police
YES
Case closed. Records maintained as apporpriate
YES
NO
Does the case need escalated externally?
YES
NO



Concern raised about staff, visitor or contractor
Report made to Director of HR Services
Investigation carried out by Director of HR Services to determine facts of the case
Action required?
Case closed. Records maintained as apporpriate
NO
Serious concern?
YES
Is there an immediate threat to safety?
YES
Internal action taken and reviewed
No
Has the issue been resolved?
Matter referred to the COO
NO
Matter referred to the Police
YES
Case closed. Records maintained as apporpriate
YES
NO
Does the case need escalated externally?
YES
NO



